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Overview:

There are many laws, directives and guidelines for organisations to uphold in regards of Information and IT security Management. Because of
this pressure and the multiple examples in the media what can go wrong, organisations would like to address the issue of Information Security
Management. But where do you start? What kind of measures do we need to take and how strict does it need to be? What will it bring us as an
organisation?

The workshop Information Security Management takes on a practical approach and methodology in which information security is established as
a quality model. During this workshop all aspects are discussed which you need as the responsible information security manager to
professionalize your organisation.

During this workshop an Information Security Management System (ISMS) will be explained. This ISMS is clearly phased and discusses topics
such as security policy, security profile and security plan. Possible organisational, physical and digital measures will be under review. Special
focus will be given to how to create an acceptance level with in the organisation for the necessary ISMS measures.

This workshop is designed as a pragmatic hands-on course in the area of security management, all its aspects and which fits within the
strategy of the organisation

Target Audience:

This workshop is ideal for professionals who are responsible for ISMS and recently started to work with ISMS or are new with this topic. This
workshop is also ideal for attendees who would like to get more insights in information security, but do not have direct responsibilities in this
field, such as system administrators, network administrators, system analysts, auditors, data base administrators, IT-consultants and
IT-managers.

Objectives:

At the end of this workshop attendees will be able to
professionalize information security with their organisation. You
will be familiar with the information security management system
in which information security as quality model is established. We
will teach you a systematic approach which can help you kick
start your ISMS plan.

Prerequisites:

Follow-on-Courses:
ISO27002F - ISO 27002 Foundation (including examen ISFS)
CRISC - Certified in Risk and Information Systems Control
CISAU - Certified Information Systems Auditor
CISM - Certified Information Security Manager
GK9840 - CISSP Certification Preparation Bootcamp
SSCP - Systems Security Certified Practitioner

Content:
Information Security Management System Security plan Security awareness
Policy, law, standards and directives Measures (organizational — physical —
Risk Analysis digital)

Incident management information
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Further Information:

For More information, or to book your course, please call us on 0800/84.009

info@aglobalknowledge.be
www.globalknowledge.be
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