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Check Point CCSA & CCSE Certification Fast Track

Cursusduur: 5 Dagen      Cursuscode: T-VPN-01

Beschrijving:

This fast paced five-day class combines the content of the CCSA and CCSE courses over 5 days (instead of 6).
Participants will gain a comprehensive understanding of concepts with advanced skills training for managing cybersecurity operations using
Check Point technology.
Please note that this course is not for new users to Check Point – previous certification/experience is required.

Doelgroep:

Technical persons who support, install, deploy or administer Check Point Software Blades should attend this course. Anyone seeking CCSA
and CCSE certification

Doelstelling:

This course will benefit technical professionals who support, Please note that his course is not for new users to Check Point –
install deploy or administer Check Point products, and who previous certification/experience is required.
perform advanced deployment configurations of Check Point
products.

Vereiste kennis en vaardigheden: Examens en certificering

One-year experience on Check Point products. CCSA and CCSE:
Working knowledge of Windows, UNIX, networking technology,
the Internet and TCP/IP is recommended 156-215.80
Previous attendance/certification on CCSA 156-315.80
This course is not for new users to Check Point – previous Please note these exams are not included in the courseprice.
experience is required.
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Cursusinhoud:

CCSA CCSE
line line

Chapter 1: Introduction to Check Point Chapter 15: Management Maintenance
Deployment Chapter 16: Management Migration
Chapter 3: Check Point Management Chapter 17: Management Redundancy
Operations Chapter 18: Automation and
Chapter 4: Licensing Orchestration
Chapter 5: Security Policy Management Chapter 19: Gateway Maintenance
Chapter 6: Policy Layers Chapter 20: Firewall Kernel
Chapter 7: Managing User Access Chapter 21: User Mode Processes
Chapter 8: Working with NAT Chapter 22: Gateway Redundancy
Chapter 9: Traffic Visibility Chapter 23: Traffic Acceleration
Chapter 10: Monitoring System States Chapter 24: Core Acceleration
Chapter 11: Security Events Chapter 25: Interface Acceleration
Chapter 12: Basic Concepts of VPN Chapter 26: Threat Prevention
Chapter 13: Working with ClusterXL Chapter 27: Threat Emulation
Chapter 14: Compliance Task Chapter 28: Advanced Site-to-Site VPN

Chapter 29: Remote Access
Chapter 30: Mobile Access 

Nadere informatie:

Neem voor nadere informatie of boekingen contact op met onze Customer Service Desk  030 - 60 89 444

info@globalknowledge.nl
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